POLITICA DE CIBERSEGURIDAD

La ciberseguridad es un componente esencial para la proteccion de los activos de informacién y la
continuidad operacional de las empresas que componen el Grupo EMIN. Esta politica establece los
principios y lineamientos generales que rigen la gestion de la seguridad de la informacién en todo el
holding.

Estamos comprometidos con la implementaciéon de medidas preventivas, correctivas y de mejora
continua en materia de ciberseguridad, resguardando la confidencialidad, integridad y disponibilidad
de la informacién que gestionamos, en cumplimiento con las normativas legales vigentes, estandares
de seguridad y buenas practicas.

Nuestros compromisos incluyen:

1. Responsabilidad compartida: Todos los colaboradores, independientemente de su rol o jerarquia,
deben cumplir con las directrices de seguridad definidas por la Subgerencia de Tecnologia.

2, Uso responsable de los recursos tecnoldgicos: Estos deberan utilizarse exclusivamente con
fines laborales, cumpliendo con los protocolos de seguridad definidos para prevenir accesos no
autorizados, pérdida de informacion o cualquier tipo de incidente.

3. Uso exclusivo de software autorizado: Esta estrictamente prohibido instalar o utilizar programas
sin licencia o no autorizados por la Subgerencia de Tecnologia. Todo software utilizado en los
dispositivos corporativos, debe contar con licencia vigente y validacién previa del equipo de
Tecnologia.

4. Capacitacion y concientizacion: Se promovera la participacién en programas de formacién continua
sobre seguridad de la informacién, con el fin de fortalecer una cultura organizacional orientada a la
prevencion y el resguardo de los activos digitales. La aprobacién de estas capacitaciones es de caracter
obligatorio.



EMIN

5. Gestion de incidentes: Todo incidente, anomalia o actividad sospechosa relacionada con
ciberseguridad deberd ser reportado de forma inmediata al area de Tecnologia, a fin de activar
los procedimientos de respuesta y mitigacion correspondientes.

6. Proteccion de informacion sensible: Toda informacién clasificada como confidencial o critica debe
ser manejada de acuerdo con los niveles de accesos autorizados y bajo estrictas condiciones de
resguardo y prohibicion de divulgacion.

La presente politica es de aplicacién obligatoria para todas las empresas del Grupo y sera revisada de
manera periddica para asegurar su vigencia y adecuacion a los cambios tecnoldgicos, regulatorios y
organizacionales.
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